
Is your family safe online?
INTERNET SAFETY TIPS

For Residents of the
25 t h Congressional Distr ict of F lor ida

A SERVICE OF CONGRESSMAN
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Mario Diaz-Balart

CONGRESSMAN

CONTACT INFORMATION

Mario Diaz-Balart

WASHINGTON, D.C. OFFICE
328 Cannon House Off ice Bui ld ing

Washington, DC 20515
Telephone: (202) 225-2778

Fax: (202) 226-0346

MIAMI OFFICE
12851 SW 42nd Street

Suite 131
Miami, FL 33175

Telephone: (305) 225-6866
Fax: (305) 225-7432

COLLIER COUNTY OFFICE
4715 Golden Gate Parkway

Suite 1
Naples, FL 34116

Telephone: (239) 348-1620
Fax: (239) 348-3569

WEBSITE
www.house.gov/mariodiaz-balart

Facts About Online Predators
• Onl ine predators come from al l walks of l i fe – al l ages, races, and

backgrounds.

• Onl ine predators often lead normal l ives making it hard to ident i fy
them.

• The Internet is an attract ive domain for predators because it
a l lows users to remain anonymous.

• Onl ine predators often pose as another person and l ie about
their intent ions.

• The most common means by which predators contact chi ldren
over the Internet is through onl ine chat rooms.

• According to a 2006 study conducted by the Nat ional Center for
Missing & Exploi ted Chi ldren,

> 61% of teens current ly have a personal prof i le onl ine

> 71% of teens have reported receiv ing unsol ic i ted
messages onl ine

> 45% of teens have been asked personal informat ion by
someone unknown to them

> 1 in 7 teens have received an expl ic i t ly sexual sol ic i tat ion
onl ine from a stranger

• Predators target l ikely v ict ims and gain their trust through
conversat ion and fr iendship.



Is your family safe online?
INTERNET SAFETY TIPS

For Residents of the
25 t h Congressional Distr ict of F lor ida

A SERVICE OF CONGRESSMAN

w
w

w
.h

o
u

s
e

.g
o

v
/m

a
ri

o
d

ia
z

-b
a

la
rt

IN
T

E
R

N
E

T
S

A
F

E
T

Y
T

IP
S

Mario Diaz-Balart

CONGRESSMAN

CONTACT INFORMATION

Mario Diaz-Balart

WASHINGTON, D.C. OFFICE
328 Cannon House Off ice Bui ld ing

Washington, DC 20515
Telephone: (202) 225-2778

Fax: (202) 226-0346

MIAMI OFFICE
12851 SW 42nd Street

Suite 131
Miami, FL 33175

Telephone: (305) 225-6866
Fax: (305) 225-7432

COLLIER COUNTY OFFICE
4715 Golden Gate Parkway

Suite 1
Naples, FL 34116

Telephone: (239) 348-1620
Fax: (239) 348-3569

WEBSITE
www.house.gov/mariodiaz-balart

Facts About Online Predators
• Onl ine predators come from al l walks of l i fe – al l ages, races, and

backgrounds.

• Onl ine predators often lead normal l ives making it hard to ident i fy
them.

• The Internet is an attract ive domain for predators because it
a l lows users to remain anonymous.

• Onl ine predators often pose as another person and l ie about
their intent ions.

• The most common means by which predators contact chi ldren
over the Internet is through onl ine chat rooms.

• According to a 2006 study conducted by the Nat ional Center for
Missing & Exploi ted Chi ldren,

> 61% of teens current ly have a personal prof i le onl ine

> 71% of teens have reported receiv ing unsol ic i ted
messages onl ine

> 45% of teens have been asked personal informat ion by
someone unknown to them

> 1 in 7 teens have received an expl ic i t ly sexual sol ic i tat ion
onl ine from a stranger

• Predators target l ikely v ict ims and gain their trust through
conversat ion and fr iendship.



Tips for Kids & Teens
• NEVER give out personal informat ion (fu l l name, home

address, age, bir thday, phone number, etc. ) over the
Internet .

• Do not open emai ls or messages from someone you
don’t know.

• Use screen names that wi l l not give away personal
informat ion.

• I f us ing a socia l networking site or messaging service,
restr ict access so only fr iends can see your prof i le .
Only add “fr iends” who you PERSONALLY know.

• Post only things you are comfortable with other
people knowing.

• Remember that people are not always who they seem
to be onl ine.

• NEVER agree to meet someone in person after
chatt ing with them onl ine.

• Tel l your parents or another trusted indiv idual i f
something you read/see onl ine makes you
uncomfortable. Trust your gut.

• REMEMBER: Onl ine safety is not about your parents
not trust ing you, or your parents want ing to spy on
you. This is about PROTECTING YOURSELF.

Tips for Parents
• Keep the fami ly computer in a publ ic area of the

house, l ike the l iv ing room. Do not keep a
computer in a chi ld’s bedroom.

• Supervise your chi ld’s Internet use whenever
possib le.

• Insta l l software that al lows f i l ter ing/blocking of
certa in websites.

• Consider software that al lows for monitor ing of
Internet use.

• Teach your chi ld to NEVER give out personal
informat ion onl ine (fu l l name, home address,
age, bir thday, phone number, school
informat ion, etc) .

• Communication is key. Talk to your chi ld
about what is appropr iate Internet use.

• Educate yoursel f on the basics of onl ine socia l
networking sites, messaging services, emai l ,
and blogs.

• REMEMBER: Onl ine safety is not about your
chi ld’s pr ivacy or trust ing your chi ld. This is
about YOUR CHILD’S SAFETY.

Suspicious Behavior
Onl ine predators work in many dif ferent ways. I t is impossib le to
know exact ly how they wi l l lure their next v ict im. However, i f any of
the fol lowing occurs in your home, i t is t ime to take act ion:

• Someone in your home receives unsol ic i ted messages or
“fr iend requests” from strangers.

• An onl ine communicat ion with someone turns expl ic i t ly
f l i r tat ious or sexual .

• Dur ing an onl ine communicat ion, a person suggests an in-
person meet ing.

• An onl ine stranger sends inappropr iate photos/f i les.

• An onl ine stranger sends repeated messages after being told
to stop.

Act ions to take:

• Make sure an adult in the home knows of the uncomfortable
si tuat ion.

• I f the website or service al lows it , b lock the offending person.
Do not communicate with the person at al l .

• I f the problem persists, report the offending act ion and person
to your local author i t ies.
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